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Be Cyber Safe

Beware of Fake Job Offers
and Investment Schemes

INDIAN Bank
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In the digital age of convenience, a new challenge has emerged. Cybercriminals
and fraudsters are seeking ways to scam and steal your hard earned money.
Beware of fake messages asking you to transfer money or share your confidential

information.

Types of Cyber Frauds that are increasing:

Investment Scam Cryptocurrency
Scam

Precautions that you should take to safeguard:
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5 Q Consult the experts before applying for a job/investment.
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= Beware of get-rich-quick schemes.
g[g Never fall prey on it.
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@ Don’t click on links in unsolicited messages, because it

l leads to fake websites or malicious software. l

& Be suspicious of any message from any unknown
.& sources.

We urge you to report any suspicious activity to authorities and us. We are
there to support you.

Contact us on 1800 425 1809, or you may call on the National Cyber Crime
Portal helpline no. 1930 for further assistance.
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